
Cole Hanson 

 Project Management Professional (PMP) • Computer Information Systems Security Professional (CISSP) 

City, State, Zip • Cell: 555.123.4567 • Email: cole.hanson@domain.com • LinkedIn: http://linkd.in/A7TlaE   

Program Management • IT• Information Assurance 

Government Contractors • Extensive Background in Military Intelligence and Information Security 

Information Security Expert – extensive civilian and military experience – and repeatedly cited for “job well done” by 
every employer ever worked for. Well-documented record of successful projects completed on schedule and under-
budget. Trained to lead during high-pressure crisis situations as both military officer and civilian project manager.  

Military Grade Information Security Requirements Gathering Active Top Secret Clearance 
IT Planning, Policy, and Governance Physical and Personnel Security Training and Development 

 CIVILIAN EXPERIENCE: DEPARTMENT OF DEFENSE AND PRIVATE COMPANIES (2003–Present)  

Please See Separate Resume Addendum for Comprehensive Details of Each Civilian Position. 

US DEPARTMENT OF DEFENSE, Various Locations 2009–Present  

GS-13 (IT Specialist, INFOSEC), Fort Huachuca, AZ (2011–Present) 

Currently leading performance-vulnerability analyses to identify risks – and devising countermeasures – to protect 
the information system and network. Commended by management for strengthening the organization’s reputation 
as the Army’s premier support-resource for Information Assurance. 

 Established permanent use of earned value management (EVM), project management tools, and PM best 
practices. Improved budgeting, personnel scheduling, and early completion of deliverables.  

 Awarded Achievement Medal for Civilian Service – for outstanding performance and exceptional diligence – as 
leader of the PEO/PM certification support team. Currently manage 18 contractors for system development. 

Reserve Mobilization, Kuwait (2010–2011) 

US Army Reserve Commitment, one-year deployment (see “Military Career,” below) 

GS-13 (IT Specialist (INFOSEC), Fort Huachuca, AZ (2009–2010) 

Ensured compliance of networks – as project Team Lead – with Information Assurance controls mandated by the 
DIACAP program. Identified a process change that simplified follow-on analysis of system-security evaluations. 

 Accelerated delivery by 3-5 day by introducing a simple change for analysis and report writing. 

 Performed extensive vulnerability analyses and commended for recommending numerous improvements.  

NCI INC, Sierra Vista, AZ 2008–2009 

Project-managed a successful “proof-of-concept” for the Army’s first, large-scale implementation of cloud computing. 
Led technical planning, coordination, integration, and operational support.  

 Achieved new capability that enabled deploying units to “offload” all data into an Army Processing Center 
(APC cloud) for retrieval when needed. Focused on policy and IT governance. 

 Figured out the supporting tasks and mapped-out all operational changes for a successful test. Project was later 
approved – and expanded – by Defense Information Systems Agency (DISA). 

SAIC (ASSIGNED TO PACIFIC AIR FORCES), Honolulu, HI  2005–2008 

Two projects: Electronic Security System installations (2008) • Information Transport Systems (ITS) upgrades (2005–2008). 

Program Manager – Security Engineering Division (2008) 

Advanced to broader scope – based on success with large-scale cabling project – as Program Manager for $11M 
installation of electronic security-systems. Assessed program costs, applied quality engineering principles. Saved 
approximately $500K by pinpointing misidentified materials during detailed reviews of contractor proposals.   

Project Manager – Network Infrastructure (2005–2008) 

Project managed a $30M inter-building, cable-infrastructure upgrade for 9 USAF bases throughout the Pacific. 
Selected for advancement to role as Program Manager for Security Engineering Division.  
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GENERAL DYNAMICS IT (SIGNAL SOLUTIONS INC), Sierra Vista, AZ 2004–2005 

Government contractor that supported IT and system security. 

Network Security Engineer (2004–2005) 

Advanced to broader role after returning from deployment in Korea. Led security engineering and turned-around 
the Installation Infrastructure Improvement Modernization Program (I3MP) in Korea, which was nearly a year late.  

Reserve Mobilization, US Forces Korea (2004) 

US Army Reserve, five-month deployment (see Military Career). 

Network Security Engineer (2003–2004)   

Published the deployment-and-configuration guide for the Army’s implementation of Cisco Firewall Service 
Module, which is used worldwide by US Army – at every installation – for perimeter-security. Achieved DoD 
deadline for accreditation of 17 sites in South Korea by leading implementation of a simplified proposal. 

 MILITARY CAREER: US ARMY AND US ARMY RESERVE (1992–Present)  

Please See Separate Resume Addendum for Comprehensive Details of Each Military Position. 

Graduated from ROTC and launched a 20-year Army career as a Lieutenant in Air Defense Artillery. Steadily 
promoted through various technical, staff, and command-leadership roles in ADA, Intelligence, IT, and Info Security. 

 Military Awards and Schools: Awarded over 30 medals, decorations, and ribbons for distinguished service, 
including: Meritorious Service Medal, four times (2011) • Joint Service Commendation Medal, twice • Army 
Commendation Medal, three times • Army Achievement Medal, four times • Command and General Staff 
College – Intermediate Level (2009) • US Army Combined Arms Service Staff School (CAS3, 2004). 

 Portfolio of IT & INFOSEC Projects: Third Army Central (ARCENT) Theater Common Operational 
Picture (A-TCOP), $10M • $4.2M renovation for US Forces Korea (Theater Intelligence and Warning Center, 
KTIWC) • $1.6M Deployable Communications Packages for Operation Enduring Freedom (Afghanistan) • 
Encampment security during Operation Sea Signal, Guantanamo Bay Cuba • Established a Sensitive 
Compartmented Information Facility (SCIF) in Korea (1996–1997), approved by Defense Intelligence Agency. 

 Transition to IT: Trained extensively in data communications, servers, networking and IT administration 
during 1999–2001. Acquired deep expertise in IT support – both civilian and military – in dangerous areas. 

 Leadership: Repeatedly commended for making the best use of available resources, and for inspiring troops to 
perform at peak levels. Selected from among 200 candidates to coach the intelligence sections of various 
combat commands. During 1997–98, commanded Alpha Company, 532d Military Intelligence Battalion. 

 Reserve Mobilizations: Transitioned from active duty to Army Reserve (2003) and deployed to Camp Arifjan, 
Kuwait (2010–2011) and US Forces Korea (2004):  

 2010–2011, Mideast: Promoted to Lieutenant Colonel (LTC) and deployed for one year at Camp Arifjan, 
Kuwait. Co-led a critically important database-integration project – using Business Intelligence – that was 
later managed by Department of the Army for a larger program. Managed 18 contractors for system 
development and implementation. Identified $500K savings and $1.9M redundant orders for equipment. 

 2004, Korea: Promoted to Major and project-managed the $4.2M renovation of KTIWC, including scope, 
schedule, and costs. Completed project early and within budget. 

 EDUCATION AND PROFESSIONAL DEVELOPMENT  

Please See Separate Resume Addendum for Comprehensive Details on All Courses and Certifications. 

B.S., Criminology, University of Tampa, 1991 • M.S., Computer Information Systems, University of Phoenix, 2002 

PROFESSIONAL DEVELOPMENT: Civilian Education System – Advanced Course (2010) • Computer Auditing 
(2011) • CND – Computer Network Defense (2010) plus 10 related courses • NSA: INFOSEC Evaluation-and- 
Assessment Methodologies (2005) • More than 21courses at Defense Acquisition University (DAU), including: 
Advanced Software Acquisition Management (2011) and Advanced Information Systems Acquisition (2010). 

CERTIFICATIONS: Information Technology Acquisition level III (2011) • Information Systems Security 
Professional (CISSP, 2011) • Program Management Professional (PMP, 2011) • DISA IA Manager (2011) • IT 
Infrastructure Library (ITIL V.3, 2008) • Certified Ethical Hacker (2005) • CompTIA Network (2003). 


